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Attachment #4


 STATEMENT OF OBJECTIVES (SOO) 
FOR 
C4 INFORMATION TECHNOLOGY OPERATIONS SUPPORT

MARINE CORPS LOGISTICS COMMAND
Labor Hour Supporting Task Area 3
I. PURPOSE:  
The purpose of this Statement of Objectives (SOO) is to obtain Information Technology (IT) Operations Support for the Marine Corps Logistics Command (MARCORLOGCOM) Command, Control, Computers and Communications (C4) department, specifically, the Enterprise Support Division (ESD). C4 ensures global accessibility for the Marine Corps to access programs and data bases for successful execution of Marine Corps business processes. It is the single point of contact for innovative software solutions, business tools and logistics systems support, linking IT, strategic planning and readiness in order to maximize the efficiency and effectiveness of the Command enterprise. As such, they are responsible for integrating the Logistics Command‘s information systems with those of Department of Defense, Department of the Navy, U. S. Marine Corps and other governmental agencies.

II. BACKGROUND: 

The Command, Control, Computers and Communications Department (C4) is the information technology (IT) touch point for the Logistics Command. C4 ensures the confidentiality, integrity and security of MARCORLOGCOM’s electronic data, as well as the availability of software applications throughout the enterprise.
Overseas Contingency Operations have radically changed the way we do business within the Marine Corps logistics community.  Adapting to the enemy requires an ability to anticipate and proactively provide support where and when needed.  The changes in mission focus within the Marine Corps Logistics Command provide a closer alignment with our primary customers: the Marine Corps Acquisition Community and the Warfighters.  This change in direction enhances the ability to sense and respond to emerging requirements.  While Marine Corps Systems Command (MCSC) is equipping the warfighter, Marine Corps Logistics Command is ensuring sustainment through end-to-end logistics chain management.  As the information technology axis, C4 provides the Logistics Command with the channels to disseminate information through the internet and intranet websites. C4 also provides audio visual support.
III. SCOPE: 

The contractor will be required to provide Information Technology (IT) support services to the ESD and across the MARCORLOGCOM Enterprise. This support includes providing IT database management, applications management, web and OS support, SAN and RAC management, Information assurance, mainframe support, enterprise backup and recovery, and system architecture support. 

IV. PERIOD AND PLACE OF PERFORMANCE:
1. The Government will award a Labor Hour (T&M) Contract for this effort, 1 base year and 2 options.  The period of performance is the date of award for 12 continuous months for the Base and each Option Year.  In accordance with Department Of The Navy Management and Oversight Process for the Acquisition of Services guidance, the period of performance for this award shall not exceed 3 years, inclusive of options.   Award terms for Option Years will be contingent upon how well the Contractor controls cost and successfully meets the mission essential performance requirements as specified in this SOO. 

2. The principal location for these efforts is Marine Corps Logistics Base, Albany, GA. Efforts may be performed at additional locations both CONUS and OCONUS based on mission changes.  
V. PROGRAM OUTCOMES and OBJECTIVES: 
Outcomes 
IT Operations Support:

This effort encompasses IT database management, applications management, web and OS support, SAN and RAC management, Information assurance, mainframe support, enterprise backup and recovery, and system architecture support in support of HQ MARCORLOGCOM C4 ESD.

Management & Administration:

The Contractor is responsible for maintaining the management plan (e.g.

 POA&M) collaboratively developed with the MARCORLOGCOM office and 

supporting necessary actions required to ensure compliance with the 

prescribed schedule of events.
Performance Objectives 
IT Operations Support:
a)  Perform database management for Oracle, OEM, OAS, Portal, SSO, SQL server and STIG. 
b)  Work with stakeholders and team members to manage Oracle database software over various operating system platforms.

c)  The contractor shall perform applications management on COGNOS, CITRIX and similar applications/systems. 
d)  Work with stakeholders, team members and sponsors to manage and support applications over various operating system (OS) platforms.
e)  The contractor shall provide web systems management to include operating systems and network components. 
f).  Provide connectivity from application servers to data storage, including network devices such as switches/routers, Network Attached Storage (NAS), SAN, and NFS.

g)  The contractor shall support SAN devices. 
h)  The contractor shall handle strategic planning and day-to-day activities associated with Storage Administration such as performing daily health checks on both the NAS and SAN along with regular backup and restore administration. 
i)  The contractor shall be required to architect the growing SAN/tape environment composed of mid-range and enterprise class storage, and be able to apply software patches and NAS upgrades to the NAS Gateway, fiber channel, and SAN.

j)  Provide strategic planning and day-to-day activities associated with RAC Administration such as performing daily health checks on the NAS, RAC and SAN along with regular backup and restore administration. 
k)  The contractor shall architect the growing RAC clustered environments composed of mid-range and enterprise class storage, and be able to apply software patches and NAS upgrades to the NAS Gateway, fiber channel, RAC and SAN.

l)  Establish and maintain a comprehensive IA and computer security program in accordance with Department of Defense Information Assurance Certification Program (DIACAP) and related policies/directives. 
m) Communicate network performance issues to MCNOSC in supporting CONUS/OCONUS and deployed customers to resolve latency issues to include all Data Center systems/applications, SIPRNET and SAN.

n)   Process and implement Marine Corps Enterprise Network (MCEN)        Operational Directives. 
o)   Complete network drawings, while performing certification and accreditation analysis, in support of Applications Security Plans (ASP) and System Security Authorization Agreements (SSAA) document preparation.

p) The contractor shall support the IBM mainframe environment including servicing as the Terminal Area Security Officer (TASO);  assisting in scheduling production jobs in an IBM mainframe environment using Control-M or other designated scheduling software; performing JCL edits to assist in restarting a scheduled/unscheduled task; supporting internal/external schedulers in resolving scheduling issues with Control-M. 
q)
Support customers in creating/modifying/implementing schedule using procedures such as overrides, force completes, Calendars, and backouts; supporting Certifications and Accreditations for the mainframe environment.

r)  Implement an enterprise backup and recovery process.

s)  Implement backup policies to include OS(s), business applications, monitoring agents, risk mitigation agents, backup/recovery agents, network devices and storage devices; perform accurate labeling and cataloging of storage media. 
t)  Execute all levels of recovery procedures (simple to complex) ranging from data files, OS(s), business applications, monitoring agents, risk mitigation agents, network configurations and storage configurations.
u) The contractor shall develop and maintain system architecture to ensure sufficient capacity and availability.

 v) Allocate file system space as required on client/application servers and storage devices to include, but not limited to NFS, NAS and SAN.

w) Reallocate storage space across physical file systems and logical storage units/volumes; 
x) Participate in the planning, implementation and monitoring of storage capacities.

1.  The contractor shall provide the monitoring service for the Command and Control Center.  A Command and Control Center will be provided in a secure building. This center will operate as the Divisions monitoring center, coordination office and alarm monitoring center all in one.  
Management & Administration
1.  Contractor shall maintain the management plan (e.g. POA&M) collaboratively developed with the LOGCOM Sponsor, providing weekly updates, and supporting necessary actions required to ensure compliance with the prescribed schedule of events. 

2.  Contractor shall develop formal processes for executing task actions, interfacing with Government customers, and ensuring adherence to quality assurance provisions. 

3.  Contractor shall ensure the overall effectiveness of the technical management program (e.g., products, issues, status tracking) and maintain an appropriate Work Breakdown Structure (WBS).

VI. TRANSITION: 
1. The Contractor shall begin the phase-in efforts immediately after contract award.  The Contractor shall submit a Transition Plan as part of their proposal. In this plan, the Contractor shall specify how it will phase in seamless Personnel Staffing and Support so that no delay or down time is experienced and perform Phase out at Task completion.  In the plan, the Contractor shall include adequate time to hire appropriate personnel, conduct inventories, assume equipment control, issue subcontracts, etc after Task Order award.  The Government will provide familiarization training of various Government organizations to the contractor should the Government determine that such familiarization training is necessary. As a minimum, the contractor shall familiarize its supervisors, key personnel and staff with existing equipment, reporting, work scheduling and procedures. During the phase-in period, the contractor shall be responsible for finalizing all employee clearance requirements. The contractor shall complete the necessary steps for assumption of the operation during the phase-in period and shall meet all requirements as specified in the PWS with the beginning of full performance.
2.  To ensure a smooth phase-out to the next service provider in the event no Option year is exercised or a new contractor is selected at contract re-compete, and to prevent possible decreases in productivity or service quality, the contractor shall provide a 60 calendar day phase- in period prior to Contract conclusion date.  During this period, the contractor shall make available to key incoming contractor personnel, representatives of the incumbent contractor who are versed in the operation of the functions currently being performed. This service shall be made available to explain procedures for conducting Government business, show the next contractor various work sites, introduce the contractor to customer representatives, etc. During this period, the incumbent contractor shall provide required training on the processes currently being performed and conduct material, equipment, and tools transfers. Inventories shall be conducted jointly with the Government representatives and representatives of the incoming contractor.
VII. CONSTRAINTS: 
1.  Restricted Data: 
a.  Contractor support will generate both public domain and restricted data.  Restricted data may include proprietary and/or sensitive data protected under the Privacy Act.  Restricted data must be protected in accordance with federal statutes and the requirements of the data owner. 
2.   Operating System Platforms

Contractor shall have knowledge of various operating system platforms to include Windows, Red Hat Linux, SUN, HP-UX, and VMWare.
3.  Web Systems

The contractor shall have knowledge of web systems such as Apache,        Internet Information Systems (IIS), Tom Cat, STIG, Microsoft Office SharePoint Services (MOSS), Lightweight Directory Access Protocol (LDAP), and similar commercial web systems. 
4.   OS & Network Components
The contractor shall have knowledge of the following operating systems and network components: LINUX, UNIX, and Windows, SUN, VMWare, Cabling, Keyboard Video Mouse (KVM) and switches. 
5.   SAN Devices

The contractor shall have knowledge of the following SAN devices: EMC SAN, NAS, Network File System (NFS), and RMAN.
6.   Enterprise Backup & Recovery

The contractor shall have knowledge of enterprise backup and recovery processes using VERITAS, Net Backup, EMC Control Center and similar commercial backup tools & software. 
7.   Command and Control

A Command and Control Center will be provided in a secure building. This center will operate as the Divisions monitoring center, coordination office and alarm monitoring center all in one.  

VIII. DELIVERABLES: 
All contract deliverables shall be presented to the Government according to the table below.  
	Deliverables:
IT Operations
	Due Date
	Medium & Format
	Number Of Copies

	Monthly Status Report
	Due 1st work day of the each month.  
	Distribution to Management and Branch Chief

Government Format
	1 electronic copy to each recipient

	Project Management Report


	Due based upon project schedule, as outlined by procedures
	Project Manager, Branch Chief

Government Format
	1 electronic copy to each recipient

	Initial Trouble Ticket Status Report


	Weekly, due on Monday Morning for Previous weeks status
	Trouble Ticket Tracking  Solution: ex. Remedy
	1 electronic copy to each recipient

	Trouble Ticket Summary Resolution
	Weekly, due on Monday Morning for Previous weeks status
	Resolution Solution: ex. Remedy
	1 electronic copy to each recipient

	Aged Tickets > 21 Days Report
	Weekly, due on Monday Morning for Previous weeks status
	Distribution to Management and Branch Chief

Government Format
	1 electronic copy to each recipient

	Monthly Performance Metrics Report
	Due within 5 days of the beginning of each month
	Branch Chief

Government Format
	1 electronic copy to each recipient

	Weekly OPS Intel
	Due every Friday before noon
	Team Lead/Branch Chief

Government Format
	1 electronic copy to each recipient

	Deliverables:

Information Assurance


	Due Date
	Medium & Format
	Number Of Copies

	Monthly Status Report
	Due 1st work day of the each month.  
	Distribution to Management and Branch Chief

Government Format
	1 electronic copy to each recipient

	IA Project Management Report
	Due based upon IA project schedules and POA&Ms as received from supported Project Managers
	 Branch Chief

 Government Format
	1 electronic copy to each recipient

	Report of Initial Trouble Ticket Status and Trouble Ticket Summary Resolution
	Twice-Weekly, due on Tuesday and Thursday IA Branch Morning meeting to discuss  IA Remedy Ticket status and any additional IA assignments
	Trouble Ticket Tracking and Resolution Solution: ex. Remedy
	1 electronic copy to each recipient

	Monthly Vulnerability and Scan Assessment Test Report
	Complete by the 12th calendar day of each month for submission to MCNOSC VMT by the 15th calendar day of each month.  
	Distribution to IA Branch Chief and MCNOSC
	1 electronic copy to each recipient

	Win-Pak Access control system administration -Sanitized user accounts within Win-PAK Access Control System
	Thoroughly administer and  technically operate the Win-Pak Access Control System for Bldg access on a daily basis to include user account management and sanitization of all delinquent user profiles each month.  
	Branch Chief

Government Format
	1 electronic copy to each recipient

	Monthly Performance Metrics Report
	Due 10th work day of the each month.  
	Branch Chief

Government Format


	1 electronic copy to each recipient

	MCEN Operational Directives Report
	Twice daily- morning and afternoon - check MCEN Operational Database status for receipt of new directives posted from the MCNOSC
	Branch Chief

Government Format
	1 electronic copy to each recipient

	DIACAP/DITSCAP Certification
	Complete certification and validation of application packages using DIACAP/DITSCAP process within (8) working days of application package assignment.
	Branch Chief

Altiris and Remedy tickets for submission to MCEN C&A

Government Format
	1 electronic copy to each recipient

	Weekly OPS Intel
	Due every Friday before noon
	Branch Chief

Government Format
	1 electronic copy to each recipient


Deliverable Description 
a. Monthly Status Reports
Summarizes the description of work, accomplishments, and significant events.   Summary of deliverables supported, current or anticipated problems, certifications, and vulnerabilities.
b. Project Management Report
c.  Initial Trouble Ticket Status Report
.
d.  Trouble Ticket Summary Resolution
e.  Aged Tickets > 21 Days Report 

f.  Monthly Performance Metrics Report
g.  Weekly OPS Intel
h.  IA Project Management Report
i.   Report of Initial Trouble Ticket Status and Trouble Ticket Summary Resolution
j.   Monthly Vulnerability and Scan Assessment Test Report

k.   Win-Pak Access control system administration

l.   MCEN Operational Directives Report

m.   DIACAP/DITSCAP Certification

IX. Performance Metrics: 
	Objectives
	Standard
	AQL
	Monitoring Method

	Database Management

	Acceptable performance has been met when the database management processes and resulting products have been accepted by the Government as effectively supporting program goals.

	 95% of products accepted by government.
	Analysis


	Applications Management
	Acceptable performance has been met when the applications management processes and resulting products have been accepted by the Government as effectively supporting program goals.
	95% of products accepted by government.
	Analysis



	Web and OS Management
	Acceptable performance has been met when the web and OS processes and resulting products have been accepted by the Government as effectively supporting program goals.
	95% of products accepted by government.
	Analysis



	SAN Management
	Acceptable performance has been met when the SAN management processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis



	Oracle RAC Management
	Acceptable performance has been met when the Oracle RAC management processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis



	IA and Computer Security
	Acceptable performance has been met when the IA and computer security processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis



	Mainframe
	Acceptable performance has been met when the mainframe management processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis



	Enterprise Backup and Recovery
	Acceptable performance has been met when the enterprise backup and recovery processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis



	System Architecture & Capacity/Availability Management
	Acceptable performance has been met when the system architecture & capacity/availability management processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis



	Command & Control
	Acceptable performance has been met when the command and control processes and resulting products have been accepted by the Government as effectively supporting program goals.  
	95% of products accepted by government.
	Analysis




X. Additional Contractor Requirements:

1.0  Personnel.  The contractor shall provide necessary personnel to maintain performance standards and accomplish required services within specified time frames.  Contractor personnel shall be legal residents of the United States.  The Government reserves the right to request and review documentation (e.g., certificates, training records, work records) certifying the personnel filling positions.  The Government reserves the right to refuse to permit any contractor employee to perform services for this effort.  

1.1   Key Personnel.  The contractor shall identify the Program Manager and all key personnel in the proposal.  The Contractor shall assign Key Personnel whose names were identified in the quote and who are integral to the performance of the task requirements. The contractor shall assign Key Personnel as a primary point of contact between the customer and the COR.  The contractor shall represent/acknowledge that all personnel assigned to this contract are capable of working independently and with demonstrated knowledge, skills and expertise in their respective functional areas, which are necessary to perform all assigned duties. If the contractor personnel do not possess the expertise necessary to perform the tasks required under the PWS, then the contractor shall be responsible for appropriate training and/or replacing the personnel.

1.2  Substitution of Key Personnel.  The Contractor shall not substitute Key Personnel during the first ninety (90) calendar days of the task performance period unless the substitutions are unavoidable because of the incumbent's sudden illness, death or termination of employment; contractor shall promptly notify the COR of any pending substitutions. After the initial 90-calendar day period, the contractor shall submit to the COR all proposed substitutions at least 30 calendar days in advance. All requests for approval of substitutions hereunder must be in writing and provide a detailed explanation of the circumstances necessitating the proposed substitution(s).  Request must contain a complete resume for the proposed substitute, who shall have at least equal ability and qualifications,  and any other information requested by the Contracting Officer to approve or disapprove the proposed substitution.  The Contracting Officer and COR will evaluate such requests and promptly notify the contactor of approval or disapproval thereof, in writing.  

1.3  Other than Key Personnel.  Vacant positions for other than key personnel shall be made within 14 calendar days from date of vacancy.  The contractor shall notify the COR and customer when a vacancy has occurred within five work days.  
1.4  Independent Government Estimate (Labor).  Attachment A contains positions by location for which the government estimates the contractor will be required to provide support and the estimated number of required annual hours and the year of the contract the hours will be required is indicated.  
1.5  Employee Requirements.  

a.  All contractor employees shall be literate in the 

English language to the extent of being able to read and understand all Work Processes, Orders, Regulations, safety, health, and security regulations and traffic signs posted on Government property.  English shall be used for all correspondence, deliverables, and presentations.  In addition, each contractor employee shall be able to read and understand the following:

       1.   Any regulations, directives, or policies that a person must know in order to accomplish PWS required services

1.6
Standards of Conduct.  The contractor shall maintain satisfactory standards of employee competency and conduct, and for taking disciplinary actions against his employees as necessary.  The contractor shall remove from the job site any contractor employee found under the influence of alcohol, illegal drugs, or any other incapacitating agent during the tour of duty.  The contractor shall remove any employee whose conduct or appearance debase or discredit the government.  The government reserves the right to require removal from the job site of any contractor employee who endangers persons or property, whose continued employment is inconsistent with the interests of military security, or whose presence deters the accomplishment of required services.  In such cases, the Contracting Officer or COR will advise the contractor of the reason for requesting an employee's removal, or withdrawal of his authorization to enter the installation.  The Government’s exercise of its right to grant and revoke access by particular individual(s) to its facilities will not constitute a breach or change to the PWS, regardless of whether said individual(s) is thereby precluded from performing work under this effort.

1.7
Appearance of Personnel.  Personnel in administrative areas and personnel whose duties involve them in briefings and instructional projects on and off the government installations, must be clean, well groomed, and wear appropriate attire.  Other contractor personnel shall wear appropriate attire commensurate with their positions and safety requirements.  The Government has the final approval on requests for special clothing needs and wearing of such.  If the contractor deems it necessary for uniforms, the design and color of these uniforms shall be submitted to the government for approval.  

1.8  OFF-Duty Government Personnel.  The contractor shall not hire off-duty Contracting Officer Representative (COR) personnel nor any other person whose employment under this effort would, or appear to, result in a conflict of interest. The contractor is cautioned that off-duty active military personnel hired to support this effort may be subject to permanent change of station, change in duty hours, or deployment.  Military Reservists and National Guard members employed by the contractor may be called to active duty and their absence shall not constitute an excuse for not performing the requirements of PWS.

1.10  Fraud, Waste, and Abuse.  The contractor shall maintain proper conduct and good discipline with government provided equipment, materials and in the work areas.  Contractor personnel shall be alert to suspected situations of fraud, waste, and abuse against the Government that are observed during the performance of this effort.  The contractor shall take corrective action within his area and immediately report these situations to the COR.

1.11
Smoking.  Contractor personnel shall comply with all DOD and local regulatory requirements, which establish uniform policies governing smoking in and around Government owned buildings.

1.12
 Performance.  The contractor shall meet performance standards listed in the PWS.  The only deviation to required work efforts allowed will be for GFE/GFM or GFI not available to permit contractor employees to conduct the efforts established.  In those cases where a deviation is required the COR will be notified.
1.13
 Quality Control Program.  The contractor shall establish and maintain a Quality Control Program (QCP) to ensure the requirements of the PWS are provided as specified.  The contractors shall submit to the government their quality processes in the form of a Quality Control Plan This plan shall be submitted to the Contracting Officer for review as part of the Task Order Management Plan and acceptance and if further modification is required a Final submission will be submitted NLT 15 calendar days after contract award.  The Contracting Officer will notify the contractor of acceptance or required modifications to the plan and any adjustment allowed to the performance date.  The contractor shall make appropriate modifications (at no additional costs to the Government) and obtain acceptance of the plan by the Contracting Officer.  The contractor shall appoint a Quality Control representative that is knowledgeable of the necessary requirements of this program.  Updates to the plan to assure compliance to the PWS requirements are the responsibility of the contractor as part of normal preventive and corrective actions.  The plan shall include, but not be limited to, the following: 

· Be structured to assure the individual responsible for Quality Control (QC) is authorized by the organization to take actions described.

· Contain procedures for written and verbal communication with the Government regarding performance of the contract

· Contain clear, measurable, and acceptable levels of performance

· Contain procedures for preventing defects and deficiencies, early detection of problems, and handling corrective actions without dependence upon Government intervention

· Contain surveillance procedures for each service to be monitored under the PWS. These procedures shall identify the list of items under surveillance, who will perform the surveillance, the frequency and method of surveillance, and procedures for correction of deficiencies.

· Include a system to investigate and resolve customer complaints forwarded by the Government.  The investigation results shall be documented and forwarded to the Government to include immediate corrective actions to prevent future complaints.

· Provide a record of all contractor QC checks and corrective actions.  These files shall be maintained by the contractor and shall be available upon request to the COR during the performance period.  
1.14  Contracting Officers Representative (COR). The COR is a representative of and appointed by the Contracting Officer and will participate in the oversight of this contract, except where exemptions have been approved by the Contracting Officer.  Subsequent to the contract award, the identity of the COR with a brief resume of their duties and authority will be furnished to the successful bidder. Any matter alleging a change to the scope, prices, terms, or conditions of this contract shall be referred to the Contracting Officer and not to the COR. The COR will represent the Contracting Officer in the technical phases of the work, but will not be authorized to change any of the terms and conditions of the PWS.  The COR will act in a liaison capacity to coordinate activities between the Contracting Officer and as required in the performance of work under the Task Order.

1.15  Quality Assurance.  According to the Inspection of Services clause, the Government will evaluate the contractor’s performance.  The Evaluator (normally the COR) will follow the methods of surveillance and document surveillance observations as specified in the Performance Standards Metrics through a government developed Quality Assurance Surveillance Plan (QASP).  When an observation indicates defective performance, the Evaluator will require the Program Manager or designated on-site contractor representative to initial the observation to acknowledge the deficiency.  The acknowledgement of the observation does not necessarily constitute contractor concurrence with the observation, only that the contractor has been made aware of the defective performance.  Government surveillance of tasks not listed in the Performance Standards Metrics or by methods other than listed in the Metrics (such as provided for by the Quality Assurance Surveillance Plan (QASP) may occur during the performance period of this contract.  Such surveillance will be done according to the QASP.  Any action taken by the Contracting Officer as a result of surveillance will be according to the terms of this contract.
1.16
 Performance Evaluation Meetings.  The contractor Program Manager may be required to meet at least weekly with the COR during the first month of the performance period.  Meetings will be as often as necessary thereafter as determined by the COR.  However, if the contractor PM requests, a meeting will be held whenever a Contract Discrepancy Report (CDR) is issued.  The written minutes of all performance evaluation meetings will be prepared by the Government and shall be signed by the Program Manager and COR, and provided to the Contracting Officer.  Should the contractor non-concur with the minutes the contractor shall so state any areas of non-concurrence in writing to the Contracting Officer within 7 workdays of receipt of the signed minutes.  The minutes will be included in the contract file.  
1.17  Security.  A Facility Security Clearance is not required for performance under this SOO as noted in Section C of the Solicitation.  The Contractor shall comply with installation and other applicable security requirements.  Certain individuals performing specific duties may require Security clearances or favorable background checks before being assigned these duties. The government will identify these positions to the contractor at contract award. The Contractor’s personnel and property shall be subject to search and seizure at any time while on government installations.  This includes entering, leaving, and being present within the installation boundaries.  

1.18
 Common Access Card / Contractor Identification Badges.  The Contractor shall ensure that each contractor employee acquire a Government identification badge or Common Access Card (CAC) as determined by the  and  in accordance with (IAW) host government installation procedures.  This process will be expedited by guidance provided by the COR and as provided below.  Contractor employee CAC/Contactor Identification badges must be displayed at all times IAW MARCORLOGCOM Policy Statement 1-09.
     a.  Common Access Card Instructions. The work performed under this contract may require contractor employees to have access to a Department of Defense (DoD) computer system.  In order to gain access, contractor personnel will be required to complete a background check through the Provost Marshall’s Office (PMO) as the Base/Post where work will be performed.  The PMO office will send an email to the appropriate designated Trusted Agent (TA).  The TA will provide the contractor with a DD 1172 “Application for Uniformed Services Identification Card DEERS Enrollment”.  Once the form is completed and approved, the TA will enter the information into the Contractor Verification System (CVS).  The CVS will create a profile for the contractor employee.  Once the background check is completed, PMO will send an email to the TA, the contractor employee, and Pass and ID.  Upon receipt of the PMO email, Pass and ID will email instructions to the contractor employee to report to them in order to receive the authorized Common Access Card (CAC).  Login to the computer system will be accomplished only with the CAC.  The processes described above apply specifically to MCLB, Albany, GA.  Other host government facilities may have different or additional requirements, however, the contractor shall comply with those requirements.
1.19
 Physical Security.  The contractor shall safeguard all Government property.  At the close of each work period or shift, facilities and equipment shall be secured IAW Government Host Facility instructions.  
1.20
 Restricted Areas.  The contractor shall comply with restricted area procedures and instructions.  Contractor personnel working in restricted areas may be required to sign in and out, and state the nature of business at the entrance point.  Work in restricted areas after normal duty hours shall be coordinated with the respective Restricted Area Security Officer through the COR.

1.21  Government Office Areas.  Government and Contractor personnel will be working in work areas simultaneously during normal working hours.  The contractor shall cooperate with the personnel in the immediate area where any service or maintenance work is being performed. Work performed after normal duty hours shall be coordinated with the COR. 

1.22  Key Control.  The  COR is responsible for issuing keys to the contractor.  The contractor shall establish a key control system to ensure that none of the keys issued to contractor personnel are lost, misplaced, or used by unauthorized persons.  The contractor shall not duplicate Government keys.
1.23  Visitors and Inspectors.  The contractor shall verbally notify the COR of all official visitors or inspectors prior to their being granted access to Government facilities on the host installation.  The COR will inform the contractor if access is to be granted.  After each visit or inspection, the contractor shall report in writing to the COR giving the names of the visitors and the purpose of their visit.   All recommendations and required actions from Government inspections will be documented by the inspecting agency and delivered to the COR for resolution.  

1.24  Removal of Government Furnished Equipment.  In no case, without prior approval of the COR, will any Government furnished equipment be removed from any government facility or installation.  The Government reserves the right to request an inventory of Government provided equipment items at any time.  
1.25  Disclosure of Government Information.  Contractor personnel shall comply with security requirements with regard to disclosures of intelligence and proprietary sensitive information.  No such information shall be provided by contractor personnel to any outside agency without the prior approval of the COR.  Contractor employees will be required to complete non-disclosure forms.  
1.26  Hours of Operation.  With the exception of work required to be accomplished outside regularly scheduled hours, and only after approval by the COR, all work shall be performed during normal working hours of 0730 to 1630 Local Time, Monday through Friday, excluding Federal holidays. 
The  COR will be provided the flexibility to request adjustment to the work schedule to meet emerging requirements without placing any contractor employee into an overtime situation. This requested adjustment will be provided to the contractor no less than 24 hours prior to adjustment unless the emerging situation does not allow that level of advance notice.

1.27  Continuity of Services.  The Contractor recognizes that the services under this contract are considered vital to the Government and must be continued without interruption and that, upon contract expiration, a successor, 
either the Government or another contractor, may continue services. The contractor agrees to (1) furnish phase-in training regarding current processes in place and (2) exercise its best efforts and cooperation to effect an orderly and efficient transition to a successor.

1. 28  Legal Federal Holidays.  Except as otherwise specified, routine work shall not be scheduled on holidays or holidays observed in lieu thereof.  See  Section C, for a listing of Federal holidays to be used for this contract.  The basic workweek is Monday through Friday.  If a holiday falls on a Saturday, the preceding Friday is the holiday.  If a holiday falls on a Sunday, the following Monday is the holiday.

1.29  Installation Closures.  When an unforeseen installation closure occurs on a regularly scheduled day of work, the Government shall have the following options:

a.  Reschedule the work so it is performed the following day unless the following day falls on a weekend.  Routine work is not scheduled for Saturday or Sunday.



b.  Reschedule the work on any day that is mutually satisfactory.

1.30  Government-Furnished Items (material, information, equipment).   The contractor shall specifically identify in their proposal the type, amount, and time frames required for any government resources, excluding those listed below.

The Government will provide the following for on-site personnel at designated government installations:  

· Office space, warehouses, computers, software, telephones, fax, copiers, printers, LAN access, supplies incidental to work performance, small material handling equipment and other items necessary to perform contract duties.  The government will also provide all maintenance required to keep these facilities and equipment in proper working order.
· Standard Operational Procedures, regulations, manuals, texts, briefs and other materials associated with the project and the hardware/software noted throughout PWS.
1.31 Communication Devices.  The Contractor shall provide communication devices for official purposes only.  For the purpose of this contract, select contractor personnel, shall be required to maintain communications with the office of the C4 at all times.  To facilitate this communication, those personnel identified by the C4 (See attachment A) shall be issued by the contractors corporate office either a Blackberry/cell phone combination or cell phone for the time they are employed by the contractor in support of this program.    The contractor shall bill the costs of the communication devices and the monthly service charge as an ODC.  The contractor shall use all due diligence to obtain the lowest cost service available to meet mission requirements.  The contractor shall propose the cost of these devices as part of their proposal.
1.32  Contractor Training. Training of contractor employees assigned to this contract shall be performed at the contractor’s own expense, with these exceptions:

· When the Government has given prior approval for training to meet special requirements that are peculiar to the environment and/or operations.

· Limited contractor employee training may be authorized if the Government changes hardware or software during the performance of this contract, and it is determined to be in the best interest of the Government.

In the event that the Government has approved and paid for contractor employee training, reimbursement shall not be authorized for costs associated with re-training replacement individual(s) should the employee(s) terminate from this contract. Costs that are not authorized include, but are not limited to; labor, travel, and any associated re-training expenses. 

1.33  Travel.  Travel will be required to fulfill the requirements of this contract. The contractor shall ensure that the requested travel costs will not exceed what has been authorized in the contract. 
Contractor incurred expenses resulting from Government-approved travel are cost reimbursable but are limited by the Government Joint Travel Regulations (JTR) and must be pre-approved by the government.  Travel requests will be submitted to the COR for official approval prior to executing any travel.  Travel reports identifying all outcomes and action items shall be provided to the COR within five working days after completing travel.  Failure to comply with this requirement may result in rejection of invoices and/or non-payment. The government will provide an estimate of any anticipated travel costs for the contractor to use in their proposal. 

Locations and the duration of travel cannot be established at this time so an estimated travel budget of (See Attachment B) for the entire effort (inclusive of G&A, if applicable) is established.  If the contractor determines that required travel will exceed the estimated travel, the contractor shall notify the COR when 75% percent of the estimated allowance has been billed and request additional funding be applied to cover the directed travel costs
1.34  Other Direct Costs Non- Travel (ODCs). The contractor may be required to obtain supplies, services and/or materials for the performance of this contract. Those supplies, services and/or materials must be incidental to and associated with the overall functions being performed through this contract. The contractor shall abide by the requirements of the FAR in acquiring supplies, services and/or materials, and must maintain files in such a manner that the Contracting Officer could review them upon request to ensure compliance with federal procurement regulations; however, price reasonableness should always be determined prior to selecting a teammate or partner. 

In addition to the requirements identified above, the contractor shall request in writing in advance and obtain approval from the COR prior to making any ODC purchase.
1.35  Phase in-Phase out Plan.  General.  The successful offeror will be required to provide a phase-in/out plan for the Program.  This plan will comprehensively detail the process of how turnover between the two contractors will be conducted.  
(1) Applicability.  The Phase-In/Phase-Out Plan shall be limited to 5 pages.
(2) Transition Tasks.  This part identifies general tasks applicable to the contractor as either the successful offeror (new awardee) or the incumbent.  Tasks identified in this part and in the Phase-In/Phase-Out Plan are directive and shall be accomplished in addition to the requirements identified in the PWS.  

(3) Transition Period.  The government will define the contract transition period.  This period will be a maximum of 30 calendar days.
(a) Transition Goals:

· The successful offeror will assume responsibility for performance of all tasks required by the PWS within 30 calendar days of contract award.

· The successful offeror will complete all physical modifications to property and / or facilities within 60 calendar days of contract award.

· The successful offeror will assume control and accountability of all GFE, GFM, GFI and appropriate facilities from the incumbent as of the date that the government accepts the joint inventory.

(4) Phase-In.  The successful offeror will:

· Assign requisite Program Management staff and necessary transition personnel.

· Assemble and collocate a transition team.

· Provide enough personnel to ensure continuous support during all transition phases. 

· Provide 100% staffing to fulfill contract requirements within 15 calendar days but no later than 30 calendar days after award of contract.

· Provide 100% staffing of key personnel to fulfill contract requirements no later than 10 calendar days after award of contract.
· Ensure personnel are fully qualified to fulfill contract requirements in accordance with written timelines.

· Assume responsibility from the incumbent in accordance with written deadlines.

(5) Phase-Out.  The incumbent will:

· Support operations in accordance with the PWS until control is passed to the successful  offeror.

· Provide all historical records including vendor lists, maintenance records, inventory records, all archived data, all pending requisition data, and any other government owned information.

· Transfer all Standard Operating Procedures (SOP).

· Transfer knowledge regarding processes and procedures unique to this contract.

· Prepare a final closeout report detailed transition activities and concerns for contract closeout.
1.36  TECHNICAL INSTRUCTIONS:

Performance of work under this contract may be subject to written or verbal technical instructions signed by the COR specified in the task order. As used herein, technical instructions are defined to include the following and shall not be construed to be issued in a supervisory capacity:
  (1) Directions to the Contractor which suggest pursuit of certain lines of inquiry, redirect work emphasis, fill in Details, provide safety alerts and otherwise serve to accomplish the contractual Performance Work Statement.
 (2) Guidelines to the Contractor which assist in the interpretation of specifications or technical portions of work descriptions or processes.

(a) Technical instructions must be within the general scope of work stated in the PWS. Technical instruction may not be used to: 
     (1) Assign additional work under the task order; 
     (2) Direct a change as defined in the "CHANGES" clause in this task order;   

     (3) Increase or decrease the task order price or estimated task order amount (including fee), as applicable, the level of effort, or the time required for contract performance; or 
  (4) Change any of the terms, conditions or specifications of the task order.
(2) If, in the opinion of the Contractor, any technical instruction calls for effort outside the scope of the task order or is inconsistent with this requirement, the Contractor shall notify the Contracting Officer through the COR in writing within ten (10) working days after the receipt of any such instruction. The Contractor shall not proceed with the work affected by the technical instruction unless and until the Contractor is notified by the Contracting Officer that the technical instruction is within the scope of the task order.
XII. List Of Attachments:

A. Independent Government Estimate, Labor by Position and Location.
B. Independent Government Estimate, Travel and Other Direct Costs.
C. Directives and References.

SOLICITATION RESPONSE REQUIREMENTS

OFFERORS PROPOSALS WILL BE EVALUATED AGAINST THE REQUIRMENTS IN SECTION L USING THE FACTORS AND SUB-FACTORS IN SECTION M OF THE SOLICITATION.

The placement of estimated hours and/or labor category mix in this SOO simply indicate an historical workload for this type effort and does not indicate the government requires the offer to adhere to these numbers or categories in their proposal.  The government encourages the offeror to propose innovative solutions to meet the requirements of this SOO that do not necessarily adhere to the government’s estimate of labor hours, labor categories.  

Where no labor hours or labor categories are indicated, the government encourages the offeror to propose a realistic mix of labor hours and categories that will meet the objectives of this SOO at the best value to the government.  

ATTACHMENT A

Independent Government Estimate, Labor by Position and Location
	 
	 
	 
	 
	BASE YEAR
	OY-1
	OY-2
	OY-3
	OY-4

	POSITION
	LOCATION
	SOO

PARA
	Comm Device
	Hours
	Hours
	Hours
	Hours
	Hours

	Senior Systems/ Analyst/Programmer
	MCLB Albany, GA
	V
	N/A
	1872
	1937
	2005
	2075
	2148

	Systems Analyst/Programmer
	MCLB Albany, GA
	V
	N/A
	7488
	7750
	8021
	8302
	8593

	Senior Systems Engineer
	MCLB Albany, GA
	V
	N/A
	5616
	5813
	6016
	6227
	6445

	Systems Engineer
	MCLB Albany, GA
	V
	N/A
	9360
	9688
	10,027
	10,378
	10,741

	Junior Systems Analyst
	MCLB Albany, GA
	V
	N/A
	3744
	3875
	4011
	4151
	4296

	INFOSEC Analyst
	MCLB Albany, GA
	V
	N/A
	2808
	2906
	3008
	3113
	3222

	Program Manager
	MCLB Albany, GA
	V
	N/A
	468
	484
	501
	519
	537

	Principal Engineer/ Analyst
	MCLB Albany, GA
	V
	N/A
	468
	484
	501
	519
	537

	Program Control Analyst
	MCLB Albany, GA
	V
	N/A
	120
	124
	129
	133
	138

	Technical Writer
	MCLB Albany, GA
	V
	N/A
	234
	242
	251
	260
	269

	Logistics Analyst
	MCLB Albany, GA
	V
	N/A
	618
	640
	662
	685
	709


ATTACHMENT B
Independent Government Estimate, Travel and Other directs Costs
Travel and ODCs will be bulk funded by the government as a not to Exceed amount.
	 
	 
	BASE YEAR
	 
	OY-1
	 
	OY-2
	 
	OY-3
	 
	OY-4

	POSITION
	 
	Total
	 
	Total
	 
	Total
	 
	Total
	 
	Total

	Travel
	 
	$6000
	 
	$6200
	 
	$6400
	 
	$6700
	 
	$6900

	ODCs
	
	$1000
	
	$1100
	
	$1200
	
	$1200
	
	$1200


Attachment C
Directives and References

DoD 8570.01  IA Workforce Improvement Program

DoD 5200.40  DITSCAP

USMC, LOGCOM, C4 Regulations and Instructions.
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